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# Prior works on Multi-key FHE with 1-round decryption 

- [CM15, MW16, BP16, PS16] need a trusted setup.
- [DHRW16] sub-exponentially secure indistinguishable obfuscation.
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Another $2^{\text {nd }}$ Round:
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## © Time Complexity Blow Up

- For 1-time MPC in plain model, Time (1st Round) $\approx|C| \cdot \operatorname{poly}(\lambda)$

Time(Root node) is exponential in $\lambda$
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## Necessary Condition for Recursion

- Succinct 1-time MPC:

Time( $1^{\text {st }}$ Round) is independent of $|C|$.

- [MW16] satisfies succinctness, CRS succinct MPC but in CRS model.
- In fact succinct 1-time MPC in preprocessing mode/ suffices.


## Plain Model

1-time MPC


Thank you!

