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- Unlike zero-knowledge, WI can be achieved in 2-round
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Public Coin: Verifier only uses public random coins
Many Applications:

- Round-efficient secure multiparty computation [HHPV18]
- Resettable-secure protocols [DGS09]
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[KKS18] achieves statistical private-coin WI.
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Receiver
$\beta \in\{0,1\}$


Receiver-Privacy: $\beta$ is hidden to the sender

## Many Applications:

- Secure multiparty computation [Yao86, GMW87]
- 2-round WI [JKKR17, BGI+17, KKS18]
- Non-malleable commitment [KS17]
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Compromise sender-privacy
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## Natural Question

2-round statistical sender-private OT in plain model
[NP01, AIR01, Kal05, HK12, BD18]
Can we construct 2-round statistical receiver-private OT?


- [KKS18] 3-round protocol from super-poly hardness assumptions
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## Correlation Intractable Hash (CIH)

A CIH is a hash function $\left\{\mathrm{H}_{k}(\cdot)\right\}_{k}$ :
$\forall C$, let $k \leftarrow\{0,1\}^{\text {poly }(\lambda)}$, it's hard to find an $x$, such that
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$$
b \leftarrow^{\$}\{0,1\}
$$

Receiver (b)
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- Statistical WI with err $\approx 1 / 2\left(\right.$ when $\left.b \neq b^{\prime}\right)$
- Computational Soundness
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$$
\begin{gathered}
\text { Sender } \\
\boldsymbol{b}^{\prime} \leftarrow\{0,1\}^{l}
\end{gathered}
$$
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$\boldsymbol{b}^{\prime} \leftarrow\{0,1\}^{l}$
$2^{l}$-positions


## Receiver

$\boldsymbol{b} \leftarrow\{0,1\}^{l}$
With $\operatorname{Pr}=2^{-l}$, $\boldsymbol{b}=\boldsymbol{b}^{\prime}$, extract $m \vee$


- Can be abstracted as a 2 -round statistical hiding extractable commitment [KKS18]
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$$
\operatorname{Receiver}(\beta \in\{0,1\})
$$

Get $m_{\beta}$


Statistical Receiver-Privacy: $\beta$ is statistical hidden
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Malicious<br>Committer

Hash value for $\beta=0$ :
Hash value for $\beta=1$ : $\square$
Computational Binding:
it's hard for committer to find both
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- Statistical Hiding $\Rightarrow$ Statistical Receiver-Private
- Computational Binding $\Rightarrow$ Computational Sender-Private
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Receiver

| If $\beta=0$ |
| :--- |
| $0:$ |
| $1:$ |

If $\beta=1$


Where
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Receiver
Committer $(\beta \in\{0,1\})$

Where
$\square=\square \oplus \square$

- Statistical Sender-Privacy of OT $\Rightarrow$ Statistical Hiding
- Computational Hiding of $\square \Rightarrow$ Computational Binding


## Summary of Results

- Statistical Zaps from quasi-poly hardness Learning with Errors
- 3-round statistical receiver-private oblivious transfer from poly hardness
- 2-round statistical sender-private oblivious transfer
- Computational Diffie-Hellman Assumption
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