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What is the broadcast message complexity 
of secure multiparty computation in the 
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corruptions?



Related Work: P2P Message Complexity

𝑡 = 𝑛 − 1 [Ishai, Mittal, Ostrovsky 18]

𝑡 < 𝑛 [Mittal 18]
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= 1 𝑛 + 𝑡
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Broadcast message complexity is much lower than 2𝑛.
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At least t parties must broadcast at least 
two messages each

All parties must broadcast at least one 
message

STEP 1

STEP 2

2×𝑡 messages

1× 𝑛 − 𝑡 messages

(2×𝑡) + (1× 𝑛 − 𝑡 ) = 𝑛 + 𝑡 messages



Communication Pattern in the PKI Model

Minimum Round Complexity:  3

There is a restricted class of 
admissible communication 

patterns.
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